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2. Enable students to gain a deep comprehensive knowledge and systematic 
understanding of the advanced specialism of Cyber Security. 

3. Enable students to apply the theory in practice, designing and developing robust 
quality architectures and computational solutions. 

4. Enable students to derive meaningful insights from those solutions with a due 
appreciation for the uncertainties and unknowns associated with those insights. 

5. Ensure that students are fully aware of the ethical and privacy dimensions of Cyber 
Security.  
 

Course Learning Outcomes 
The following statements define what students graduating from the MSc Applied Cyber 
Security course will have been judged to have demonstrated in order to achieve the award.  
These statements, known as learning outcomes, have been formally approved as aligned with 
the generic qualification descriptor for level 7 awards as set out by the UK Quality Assurance 
Agency (QAA)6. 
 
Students who successfully complete this level 7 course will have: 
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Course Structure 
The MSc Applied Cyber Security comprises modules at level 7. 
 
Module Specifications for each of these modules is included within the course handbook, 
available to students on-line at the beginning of each academic year. 
 
Module Title  Credits  Module Type7  Timing  

https://www.uos.ac.uk/sites/default/files/Framework-and-Regulations-for-Undergraduate-Awards.pdf
https://www.uos.ac.uk/sites/default/files/Framework-and-Regulations-for-Undergraduate-Awards.pdf


https://www.uos.ac.uk/content/our-policies-and-procedures-delivering-our-services-and-responsibilities

